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About Webroot
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13k+ 
MSP PARTNERS

300k+ 
PROTECTED BUSINESSES

50+ Million
OEM USERS

90+ Million
NETWORK AND SECURITY 

VENDOR PARTNERS

#1
ENDPOINT PROTECTION 

FOR SMBs & MSPs

#1
IN OEM

THREAT INTELLIGENCE

#1
NORTH AMERICA 

CONSUMER RETAIL

Owned by Carbonite, 

established in 1997

Serves Consumer, 

Business, and OEM 

First cloud-based, real-time 

next-gen protection   

Backed by 6th-gen 

threat intelligence

Industry-leading

customer satisfaction
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Real Threats – Current Threat Landscape

Source: Webroot Threat Research 2018

Malware & PUAs Ransomware RDP Incursions

Malicious

URLs & IPs Phishing Cryptojacking

The amount of daily 

ransomware attacks 

since the beginning 

of 2016

(Source: CyberSense)

4,000

Projected losses 

worldwide by 2020 

from cybercrime (up 

from 3 trillion 2015)

(Source: Cybersecurity Ventures)

$6 Trillion

(Source: Better Business Bureau)

Percentage of small 

companies facing 

existential risk 

within 30 days of a 

major data loss

65%

Percentage of hacking-

related breaches 

leveraging stolen 

and/or weak passwords

(Source: 2017 Verizon DBIR)

80%

Most Prevalent Threats

#1#3 #2
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Webroot Brightcloud Threat Intelligence Platform

Millions of Customer and Partner 

nodes act as real-time Global

Internet sensor network

1. Input

Infinitely scalable & geo-redundant 

Advanced cloud architecture

2. Machine Learning

Automated machine learning  and 

over half a trillion new objects 

per day of constantly added 

threat data

3. Big Data Analysis

Powered by Webroot Threat 

Intelligence Platform incorporating 

BrightCloud TI Service coverage

4. Services

Real-time feedback loop of 

Collective Threat Intelligence, so 

Predictive effectiveness grows 

5. Continuous Feedback
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Webroot is the 10th largest user of AWS worldwide
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What AI, ML, and Deep Learning Mean
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Products: A Smarter Cybersecurity® Approach 
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Processing Machine learning, contextual analysis, behavioral analysis

Data Product behavior, user behavior, threat data, embedded threat intelligence

Management Advanced API, policy management, reporting, third-party integrations

Secure 

Anywhere 

Consumer

Endpoint Protection Network Protection User Protection Threat Intelligence

Secure 

Anywhere 

Business

Secure

Anywhere

DNS Protection

FlowScape® 

Network Threat 

Detection
Security Awareness Training

Mobile File

BrightCloud® 

Embedded T.I.
Internet
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Thank you.

Greg Luebke

Gluebke@webroot.com
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Rate This Session In The App

1. Tap on Agenda icon

2. Tap on the session you want to rate

3. Rate session on scale of 1 – 7 

(7 being highest!) 

4. Write a comment (if you want) 

5. Hit Submit! 


